3GPP TSG SA WG5 (Telecom Management) Meeting #111Bis
S5A-170098
13-17 February 2017, Munich (Germany)
revision of S5A-17xabc
Source: 
Ericsson
Title: 
Use case and requirements for monitor performance of a network slice subnet instance
Document for:  
Approval
Agenda Item:
4.2
1
Decision/action requested

The group is asked to discuss and approve the contribution.
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3
Rationale

The study report has identified use case for network slice management and an information model showing that a network slice instance can consist of multiple network slice subnet instances. 

The use cases for the network slice subnet instance can be derived from the use cases of the network slice instance. This contribution proposed text and mapping of the use cases.  

The network slice use cases identified are: 

· Creation of a network slice instance
· Activation of a network slice instance
· Modification of a network slice instance
· Deactivation of a network slice instance
· Termination of a network slice instance
· Changing capacity of a network slice instance
· Supervision of a network slice instance
· Monitor performance of a network slice instance
The report also identifies two type of network slice subnets, network slice subnet instance(s) that are dedicated to a network slice instance and a network slice subnet instance(s) that are shared with other network slice instances. 
All use cases that apply for a network slice instance also apply for the network slice subnet instances except for creation and termination of a shared network slice instance, the shared network slice instance will in these two cases be configured. The network slice subnet is configured when a new network slice that uses that network slice subnet is created and the configuration is removed when the network slice instance is terminated. 

· Create network slice Instance
· Create and configure dedicated network slice subnet(s)
· Configure shared network slice subnet(s)
· Activate network slice instance
· Activate network slice subnet(s)
· Modify network slice instance
· Modify network slice subnet(s)
· De-activate network slice instance
· De-activate network slice subnet(s)
· Terminate network slice instance
· Terminated dedicated network slice subnet(s)
· Configure shared network slice subnet(s)
· Change capacity of a network slice instance
· Change capacity of a network slice subnet
· Supervision of a network slice instance
· Supervision of a network slice subnet
· Monitor performance of a network slice instance
· Monitor performance of a network slice subnet(s)
Therefore the use cases for a network slice subnet instance are the same as the use cases of the network slice instance.
· Creation of a network slice subnet instance
· Activation of a network slice subnet instance
· Modification of a network slice subnet instance
· Deactivation of a network slice subnet instance
· Termination of a network slice subnet instance
· Changing capacity of a network slice subnet instance
· Supervision of a network slice subnet instance
· Monitor performance of a network slice subnet instance
4
Detailed proposal

It is proposed to make the following changes to TR 28.801[1].
	1st proposed change


3
Definitions and abbreviations
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

NSSD



Network Slice Subnet Descriptor

NSMF



Network Slice Management Function

NSSMF


Network Slice Subnet Management Function

NSI



Network Slice Instance
	2nd proposed change


5
Use cases
Editor’s note: the use of recursive network slice subnet is FFS

Editor’s note: automation of configuration/provisioning of TN is FFS

5.x8
Monitor performance of a network slice subnet instance
5.x8.1
Pre-condition

The NSMF requires to monitor the performance of an active NSSI. The NSSI is instantiated and configured by the NSSMF so that the appropriate performance data is generated.

5.x8.2
Description

The NSSMF creates a performance management job for the NFs in the NSSI to collect performance data for a NSSI. Performance data of the NSSI may include the following:

·  performance data to monitor the performance of the NSSI 

·  performanc data required by the NSMF such as

·  traffic load data of the NSSI, 
· service performance data provided by the NSSI.
Measurement jobs includes measurement parameters, scheduling information and an indication for pointing out the NSSI for which performance data needs to be collected. The data is collected for and provided to the NSSMF by the NSSI and NFs.

The NFs and resources of a NSSI can be dedicated to a NSSI or can be shared by multiple NSSIs.

a) In case of a dedicated NF instance all performance data from the NF instance is identified per NSSI that is using that NF instance. The data may be collected for different NSI using the NSSI as per request from the NSMF
b) In case of a shared NF instance the performance data is segregated per NSSI that is using that shared NF instance. The data may be collected for different NSIs using the NSSI as per the request from the NSMF
5.x8.3
Post-condition

The NSSMF has the performance data of all NF instances and NSSIs that are associated with the NSSI.
	3rd proposed change


6
Potential Requirements

6.x4
Network slice subnet performance monitoring

REQ-SNM_PM-CON-x
The NSSI shall support performance monitoring for the included NFs and resources.

REQ-SNM_PM-CON-x
The NSSMF shall support creation and management of measurement jobs for the NFs and resources in a NSSI.

REQ-SNM_PM-CON-x
The NSSMF shall support a method to indicate the NSSI being measured when creating and managing measurement jobs for the NFs.
REQ-SNM_PM-CON-x
The NSSMF shall support reception and handling of the performance measurement data from a NSSI. 

REQ-SNM_PM-CON-x
The NSMF shall provide a method for monitoring and collection of performance measurement data from the NSSI aggregated per QoS level, aggregated per service supported by associated NSI instance and aggregated per NSI. 

REQ-SNM_PM-CON-x
The NSSMF shall support monitoring the performance of one or more NSI(s).
REQ-SNM_PM-CON-x
The NSSMF shall support the setting of thresholds for performance parameters related to a NSSI on NFs.

REQ-SNM_PM-CON-x
The NSSMF shall be able to get the NF performance alarm which is generated due to the value of monitoring performance parameter crosses/reaches the threshold.

	End


